INTRODUCTION

This 5-day penetration testing training course is
a great place to start your journey towards be-
coming a professional penetration tester.

Armed with a virtual penetration testing lab en-
vironment that includes Kali Linux and series of
vulnerable operating systems/web applications,
the lab intensive environment gives each stu-
dent in-depth knowledge and practical experi-
ence needed to research the network {informa-
tion gathering), identify any vulnerabilities and
execute tools, including modifying exploit code,
all with the goal to compromise the systems and
gain administrative access.

With its collection of hands-on lessons that
cover key tools, techniques and strategies, this
course is ideal for IT students, IT enthusiasts,
web developers, IT security professionals, net-
work engineers, Windows and Linux administra-
tors, security engineers, database administrators
and webmasters as well as anyone interested in
learning basic ethical hacking technigues.

EXAM INFORMATION

At the end of the course, students will sit for the
Phynxlabs Certified Security Professional (PCSP)
exam which consist of a vulnerable system de-
signed to be compromised within a 4hour
period. The exam is entirely hands on and it
challenges the students to prove that they have
a clear practical understanding of the penetra-
tion testing process.

Who Should Attend?

You

IT Students

IT personnel

Auditors

IT Security Enthusiasts
Penetration testers

IT Security Professionals
Developers

What am | going to get from this course?

Complete Package Details

m Intensive Hands-on Training
m PSCP Certificate

m Detailed student Textbook
m PCSP Souvenirs

m Breakfast & Lunch

hynxLabs ertified
ecurity rofessional
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